

Part I  Overview 

1. Introduction and Back Ground of AML

SEBI has issued necessary directives vide circulars from time to time, covering issues related to Know Your Client (KYC) norms, Anti-Money Laundering (AML), Client Due Diligence (CDD) and Combating Financing of Terrorism (CFT).The Prevention of Money Laundering Act, 2002 (PMLA) has been brought into force with effect from 1st July 2005 by the Department of Revenue, Ministry of Finance, and Government of India. 

The Directives given by SEBI are intended for the use primarily by intermediaries registered under Section 12 of the SEBI act 1992. The overriding principle is that the intermediaries should be able to satisfy themselves that the measures taken by them are adequate, appropriate and abide by the spirit of such measures and the requirements as enshrined in the PMLA .The PMLA has been further amended vide notification dated March 06,2009 and inter-alia provides that violating the prohibitions on manipulative and deceptive devices, insider trading and substantial acquisition of securities or control as prescribed in Section 12 A read with Section 24 of the SEBI Act 1992 will now be treated as a scheduled offence under Schedule B of PMLA.

On December 31, 2010 a master circular no.CIR/ISD/AML/3/2010 consolidating all the requirements/instructions has been issued by SEBI which supersedes all the earlier circulars. As per the provisions of the Act, every banking company, financial institution (which includes chit fund company, a co-operative bank, a housing finance institution and a non-banking financial company) and intermediary (which includes a stock-broker, sub-broker, share transfer agent, banker to an issue, trustee to a trust deed, registrar to an issue, asset management company, depository participant, merchant banker, underwriter, portfolio manager, investment adviser and any other intermediary associated with securities market and registered under section 12 of the Securities and Exchange Board of India (SEBI) Act, 1992) shall have to adhere to client account opening procedure and maintain a record of all such transactions; the nature and value of which has been prescribed in the Rules  notified under the PMLA. Such transactions include:

· All cash transactions of the value of more than Rs 10 lakhs or its equivalent in foreign currency.
· All series of cash transactions integrally connected to each other which have been valued below Rs 10 lakhs or its equivalent in foreign currency where such series of transactions take place within one calendar month and the aggregate value of such transactions exceeds rupees ten lakh;

· All suspicious transactions whether or not made in cash and including inter-alia credits or debits into from any non monetary account such as demat account, security account maintained by the registered intermediary.


It may, however, be clarified that for the purpose of suspicious transactions reporting, apart from ‘transactions integrally connected’, ‘transactions remotely connected or related ‘ shall also be considered .
2. Policies and procedures to combat Money Laundering and Terrorist Financing 

2.1. Obligation to establish policies and procedures:-

· Global measures taken to combat drug trafficking, terrorism and other organized and   serious crimes have all emphasized the need for financial institutions, including securities market intermediaries, to establish internal procedures that effectively serve to prevent and impede money laundering and terrorist financing. The PMLA is in line with these measures and mandates that all intermediaries ensure the fulfillment of the aforementioned obligations.

· To be in compliance with these obligations, the senior management of a registered intermediary shall be fully committed to establishing appropriate policies and procedures for the prevention of ML and TF and ensuring their effectiveness and compliance with all relevant legal and regulatory requirements. The Registered Intermediaries shall :- 

(a) issue a statement of policies and procedures, where applicable, for dealing with ML and TF reflecting the current statutory and regulatory requirements;

(b) ensure that the content of these Directives are understood by all staff members ;

(c) regularly review the policies and procedure to ensure their effectiveness ;

(d) adopt client acceptance policies and procedures

(e) undertake client due diligence (CDD) measures to an extent that is sensitive to the risk of ML and TF depending on the type of client , business relationship or transaction;

(f) have system in place for identifying , monitoring and reporting suspected ML or TF transactions to the law enforcement authorities 

(g) develop staff members awareness and vigilance to guard against ML and TF;

2.2.  Policies and procedures to combat ML shall cover :-

· Communication of company policies relating to prevention of ML and TF to all management and relevant staff ; 

· Client acceptance policy and client due diligence measures ; 

· Maintenance of records ;

· Compliance with relevant statutory and regulatory requirements ;  

· Co-operation with the relevant law enforcement authorities including timely disclosure of information;

· Role of internal audit or compliance function to ensure compliance with the policies, procedures and controls relating to the prevention of ML and TF. The Internal audit function shall be independent, adequately resourced and commensurate with the size of the business and operations, organization structure and number of clients and other such factors.

    Part II Detailed Obligations

3. Vision towards Anti Money Laundering 

· The company has resolved that it would, as an internal policy, take adequate measures to prevent money laundering and shall put in place a frame-work to report  suspicious transactions to FIU as per the guidelines of PMLA Rules, 2002 and as prescribed by SEBI vide its Circular No. CIR/ISD/AML/3/2010 dated December 31, 2010 

                  The Company does not deal in cash .  Hence the requirement of maintaining record of cash   transaction in excess of Rs.10 lacs is ruled out.   

· For suspicious transactions whether or not made in cash, we observe the trading pattern of the client. It is checked whether the client is dealing in one security or multiple securities and what is the turnover of that scrip for that particular date. In addition to that we also compare the total turnover of the scrip of that day with the turnover of the client in that scrip and if it is more than 10% of the turnover of the scrip of that day if required, we analyse the trading pattern of client & if required we ask the client about their investment/trading strategy and reason to invest in that scrip. Based on the reply received we decide to close or to further investigate the case. However in case of any suspicion, matter is escalated to the management. We also try to correlate the client’s financial vis a vis trasaction executed by them. In case if it is deficient then we ask the client about their source of funds.

· Compliance department review & update AML policy on time to time based on the circular issued by regulator in consultation with Principal Officer. 

4. Policy and Procedure followed for Client Due Diligence

4.1. Client Due Diligence Process means:-
· Obtaining sufficient information about  the client in order to identify who is the actual beneficial owner or on whose behalf transaction is conducted.
Verify the   customer's   identity   using   reliable,   independent   source   document,   data   or information.Like verification of PAN no from department web site.
4.2. Customer Due Diligence Process includes following specific parameters:- 
· Policy for Acceptance of Clients

· Risk based approach 

· Client of special category 

· Client Identification Procedure

4.3. Policy for Acceptance of Clients

· Do not accept clients with identity matching persons known to have criminal background: - We take undertaking from the client whether they have criminal background or is not banned in any other manner, whether in terms of criminal or civil proceedings or by any enforcement/regulatory agency worldwide. If yes, We do not open the client account.
· Do not accept clients with identity matching with banned person/entity as per SEBI/Stock Exchanges in capital market: -We should check whether the client ‘s identity matched with persons debarred/baned by SEBI before opening of account. If we find them in that list then we do no open the account. 
· Each client should be met in person: We have to perform the inperson verification process very diligently. Either the client should visit the company/business associates office or concerned official/business associates may visit the client at their residence / office address. Official /Business associates also verify photocopy of the documents with the original. As far as possible, try to open account of known person or person introduce by 
an existing client. Further, we also capture the introducer detail in account opening form.

· Accept clients on whom we are able to apply appropriate KYC procedures: Obtain complete identification information from the client. It should be ensured that the initial forms taken by the client are filled in completely. All photocopies submitted by the client should be checked against original documents without any exception. 'Know Your Client' guidelines should be followed without any exception. All supporting documents as specified by Securities and Exchange Board of India  (SEBI) and Exchanges should be obtained and verified. 
· Be careful while accepting Clients of Special category: We should be careful while accepting clients of special category like (1) NRIs (2) HNIs- Client having networth of Rs.25 crore or more.(3) Trust , Charities, NGOs (4) Politically Exposed Persons (PEP) (5) companies having closed share holding/ beneficial ownership (6)Companies dealing in/offering foreign currency (7)Clients in high risk countries (like Libya, Pakistan, Afghanistan, etc.) (8) Non face to face clients (9) Clients with dubious background. Clients belonging to countries where corruption/fraud level is high (like Nigeria, Burma,etc). Scrutinize minutely the records / documents pertaining to clients belonging to aforesaid category. We also define the category of client in back office software.
· In case of Politically Exposed Persons (PEP), we should take special approval from the Principal officer before opening the account.
· We should check the client identity from the list of UNSC, OFAC. We should try to match the name/identity number from the available information from these lists. If we found any client name in these list then we should inform to Principal officer immediately & do not open the account. Principal officer will inform the FIU immediately.     
· Do not compromise on submission of mandatory information/ documents: Client's account should be opened only on receipt of mandatory information along with authentic supporting documents as per the regulatory guidelines. Accounts where the client refuses to provide information/documents should not be opened.
·  We should capture data of key person like director & shareholder of all non-individual clients & also taking complete details/documents of Director/Trustee/Partners etc mandatory while opening the account. In case of corporate client in order to identify client with cross holding, we capture key person data like details of director, share holder
4.4. Client Identification Procedure 
To have a mechanism in place to establish identity of the client along with firm proof of address to      prevent opening of any account which is fictitious / benami or anonymous in nature. Documents to be collected for identification purpose for various categories of clients are as under:
a) In case of individuals, one copy of the following documents have to be obtained:
· PAN is a mandatory requirement as per SEBI and Exchange rules, to invest in the equity market. Its genuineness with IT website should be verified and PAN card copy should be verified with the original.. 
Other proofs for identity are Voter’s Identity card, Passport, Ration Card or any Government/PSU/Bank issued photo identity card or any other document prescribed by the regulatory authorities.
· Address proof in the form of Voter's Identity Card, Passport, Bank Statement, Ration card and latest Electricity/telephone bill in the name of the client or any other document prescribed by the regulatory authorities.
· If client opt for trade in derivative segment if we also require supporting of financial.
b) In case of corporates, one certified copy of the following documents must be obtained:
· Copy of the Registration/Incorporation Certificate
· Copy of the Memorandum & Articles of the Association
· Copy of the PAN card and the Director Index No. (DIN)
· Copy of the latest audited Annual Statements of the corporate client
· Latest Net worth Certificate
· Board Resolution for appointment of the Authorized Person who will operate the account.
· Proof of address and identity of Authorized Person
c) In case of partnership firm one certified copy of the following must be obtained:
· Registration certificate
· Partnership Deed
· PAN card of Firm as well as of partners
· Authorization letter for the person authorized to open and operate the account
· Proof of identity and address of the authorized person.
· Annual statement/returns of the partnership firm
d) In case of a Trust, one certified copy of the following must be obtained:
· Registration certificate
· Trust Deed
· PAN card
· Authorization letter for the entity authorized to act on their behalf
· Officially valid documents like PAN card, voters ID, passport, etc of person(s) authorized to transact on behalf of the Trust.
e) In case of unincorporated association or a body of individuals, one certified copy of the following
must be obtained:

· Resolution of the managing body of such association or body of individuals
· PoA in favour of person authorized to transact
· Officially valid documents like PAN card, voters ID, passport, etc of the person(s) authorized to transact
· Any document required  to establish the legal existence of such an association or 
body of individuals.

f) In case of an NRI account - Repatriable/non-repatriable, the following documents are required:

· Copy of the PIS permission issued by the bank
· Copy of the passport

· Copy of PAN card
· Proof of overseas address and Indian address
· Copy of the bank statement
· Copy of the demat statement
· If the account is handled through a mandate holder, copy of the valid PoA/mandate
4.5. Risk Profiling of the Client

We should accept the clients based on the risk they are likely to pose. The aim is to identify clients who are likely to pose a higher than average risk of money laundering or terrorist financing.  For this purpose, we need to classify the clients as low risk, medium risk and high risk clients. By classifying the clients, we will be in a better position to apply appropriate customer due diligence process. That is, for high risk client we have to apply higher degree of due diligence.
 Special attention must be paid to the transactions which are complex, unusually large or pattern which appears to have no economic purpose. Risk profiling is to divided in to two broad category one is on-board risk & second is ongoing risk. On-bard risk is define when a client is introduced to the company. 

In order to achieve this objective, all clients should be classified in the following category:
· Category A - Low Risk: - At the time of opening of account all client other then special category clients will be marked as Low risk client. 
· Category B - Medium Risk: - To enhance the due diligence of client who initially falls in low risk category & have abnormal transaction pattern. Depend on the pattern client can be shifted to medium risk category or high risk category directly.  
· Category C - High risk: - Any client falls in special category mentioned above at the time of opening of account will be considered as High risk and as a part of identifying ongoing risk, other clients which are comes under review & found high risk due to their transaction pattern will be marked as high risk. The various factors which are considered while marking client as Medium/High Risk are (1) Percentage of volume in exchange is very high & amount in absolute term is substantial and/or (2) High volume transaction in “T”, Illiquid, “Z” group or such other high risk stock and/or (3) Client who do not have financial status aligned with their transaction volume and/or (4) Client having abnormal transaction pattern. Then an alert is created to classifying as Medium/High Risk category. But classification is being done after looking at the other qualitative criteria also. 

5. We have to exercise enhanced due diligence for the client of special category. We have to analyses their trading pattern from day one of their introduction and immediately de-active their account in case of any irregularity.
6.  Guidelines for Record Keeping/Records Retention :- 

As required by SEBI, Registered intermediaries should ensure compliance with the record keeping requirements contained in the SEBI Act, 1992, Rules and Regulations made there-under, PML Act, 2002 as well as other relevant legislation, Rules, Regulations, Exchange Bye-laws and Circulars. The following information of Clients should be maintained in order to maintain a satisfactory audit trail:

· the beneficial owner of the account;

· the volume of the funds flowing through the account; and

· for selected transactions: -  the origin of the funds;the form in which the funds were offered or withdrawn, e.g. cash, cheques, etc.;the identity of the person undertaking the transaction; the destination of the funds;the form of instruction and authority.

In accordance with the above mentioned requirements, we keep proper record of the clients for the period prescribes by various regulatory authorities from time to time. Like time limit prescribe in Indian Companies Act 1956, Indian Income Tax Act 1961 and SEBI Act 1992 etc .We also have internal mechanism for proper maintenance and preservation of such records and information in a manner that allows easy and quick retrieval of data as and when requested by authorities. 

7. Information to be maintained :- 

We maintain and preserve the following information in respect of transactions referred to in rule 3 of PML Rules:- 

· Nature of the transactions 

· Amount of the transaction and the currency in which it is denominated 

· Date on which the transaction was conducted 

· Parties to the transaction

8. Suspicious Transaction Monitoring Reporting :- 

We analyze the suspicious transactions on routine basis.. Suspicious transaction means a transaction, which to a person acting in good faith -

· Gives rise to a reasonable ground of suspicion that it may involve the proceeds of crime; or
· Appears to be made in circumstance of unusual or unjustified complexity; or
· Appears to have no economic rationale or bona fide purpose
8.1. Reasons for Suspicious:

· Identity of client
a) False identification documents
b) Identification documents which could not be verified within reasonable time

c) Non-face to face client

d) Clients in high-risk jurisdiction

e) Doubt over the real beneficiary of the account

f) Accounts opened with names very close to other established business entities

g) Receipt back of well -come kit undelivered at the address given by the client

 Policy: Generally, we open the account only after ensuring that identity of client is valid and genuine. As per internal policy before activation of any account we confirm the basic detail of client on phone. We do not accept/give any third party share/payment from/to client. 

· Suspicious Background
a) Suspicious background or links with criminals
 Policy: Generally, we open the account only after to ensure that client do not fall under list of entities issued by: - SEBI for debarred entity; United Nations Sanction List.

· Multiple Accounts
a) Large number of accounts having a common parameters such as common partners /
directors / promoters / address/ email address / telephone numbers introducer or
authorized signatory
b) Unexplained transfers between such multiple accounts.
Policy: We do not make any transfer of funds and shares between clients. We do not accept/give any third party share/payment from/to client.   

· Activity In Accounts/Nature of transactions:- 
a) Unusual activity compared to past transactions
b) Use of different accounts by client alternatively
c) Sudden activity in dormant accounts
d) Account used for circular trading 

e) Unusual or unjustified complexity
f) No economic rationale or bonafied purpose
g) Source of funds are doubtful
h) Appears to be case of insider trading

i) transactions through DP account
j) Transactions reflect likely market manipulations
k) Suspicious off market transactions

Policy: As prescribed by SEBI, We should ensure to take appropriate steps to enable suspicious transactions to be recognized and have appropriate procedures for reporting suspicious transactions. 
Accordingly we take evidence for source of Income. If desired, we also check share holding pattern and list of Director of the company to establish the person behind the company. In our client registration form, we insist our client to provide us the details of his/her annual income range as per IT return/salary slip etc. Financial supporting is essential for client who wants to trade in derivative segment. On routine basis , we monitor the client volume in scrip with exchange volume .If required, after due diligence of his/her trading pattern and/or his/her traded scrips for particular period , we ask to client to give rational reason in writing to trade in such scrip’s’.  On the basis of size of transactions of client, we ask for the Net worth certificates of the clients to understand the financial soundness of the clients and also check trail of shares, if any client sold share worth more than specified limit.

We have also recently developed utility to generate the report on Dormant Account on monthly basis. Generally, we consider 90 days trading gap under dormant category. We check the trading activity of such clients with the help of this report. We do not indulge in any off market trading and accept/give any third party share/payment from/to client. Client making payment through DD (Demand Draft).  We analyze the trading pattern of clients having high turnover and trade in illiquid /odd lot share cover the substantial portion of total market volume and Clients doing transaction with no economic benefit like matching of trade to themselves. Clients doing transaction in specific shares within the group.   

· Value of Transactions
a) Value just under the reporting threshold amount in an apparent attempt to avoid reporting
b) Large sums being transferred from overseas for making payments

c) Inconsistent with the clients apparent financial standing
d) Inconsistency in the payment pattern by client
e) Block   deal   which   is   not   at   market   price   or   prices   appear  to   be   artificially
inflated/deflated
8.2. What to Report

We will have to report the following information in the desired format to Director of Financial Intelligence Unit – India (FIU-IND) for suspicious transactions:-  

· The nature of the transactions
· The amount of the transaction and the currency in which it was denominated
· The date on which the transaction was conducted: and
· The parties to the transaction.
· The reason of suspicion.
· Details of person who have made such transactions 
.

9. Procedure of freezing of funds , financial assets or economic resources or related services :- 

Section 51A, of the Unlawful Activities (Prevention) Act, 1967 (UAPA), relating to the purpose of prevention of, and for coping with terrorist activities was brought into effect through UAPA Amendment Act, 2008. In this regard, the Central Government has issued an Order dated August 27, 2009 detailing the procedure for the implementation of Section 51A of the UAPA.Under the aforementioned Section, the Central Government is empowered to freeze, seize or attach funds and other financial assets or economic resources held by, on behalf of, or at the direction of the individuals or entities listed in the Schedule to the Order, or any other person engaged in or suspected to be engaged in terrorism. The Government is also further empowered to prohibit any individual or entity from making any funds, financial assets or economic resources or related services available for the benefit of the individuals or entities listed in the Schedule to the Order or any other person engaged in or suspected to be engaged in terrorism. The obligations to be followed by intermediaries to ensure the effective and expeditious implementation of said Order has been issued vide SEBI Circular ref. no: ISD/AML/CIR-2/2009 dated October 23, 2009, which needs to be complied with scrupulously.

We update the SEBI debarred entity or ban entity or person on regular base (as and when received) & also check from our existing client list. If we found them in the existing client list then we immediately deactivate the account. 
10. Principal Officer

To ensure that the registered intermediaries properly discharge their legal obligations to report suspicious transactions to the authorities, the Principal Officer would act as a central reference point in facilitating onward reporting of suspicious transactions and for playing an active role in the Identification and assessment of potentially suspicious transactions and shall have access to and be able to report to senior management at the next reporting level or the Board of Directors. Names, designation and addresses (including e-mail addresses) of ‘Principal Officer’ including any changes therein shall also be intimated to the Office of the Director-FIU. 

Accordingly, we have appointed Mr. Mohan Gupta as the principal officer of the Company and his appointment has been duly informed to Director-FIU. His rights and duties comprises of following activities

· Ensure that KYC team exercise proper due diligence procedure for opening of the account like proper id proof , address proof , introducer detail etc .

· check whether necessary checks and balance to be put in to place before opening an account so as to ensure that identity of the client does not match with any person having non criminal background or is not banned in any other manner with the help of list of person associated with terrorist group issued by UNO and defaulter client list issued by SEBI. 

· access client master to confirm that whether it has been updated on periodic basis like audited financial statement in case of corporate client etc.

· Inspect that whether proper category of client has been maintained in client master like Non-resident client, High net worth client, Trust etc. 

· check whether proper record has been maintained as per the bye law , rules , regulation of PMLA  Act , 2002 

· monitoring of suspicious transactions of various laws including PMLA & reporting of suspicious transaction to Financial Intelligence Unit.

· report to senior management including Board of the company if he any thing which should be reported to. 

11. Guidelines for Employees Hiring/ Employees Training/Investor Education :

We have adequate screening procedures in place to ensure high standards while hiring employees. We have regular training programmes where the staff members (front office, back office, compliance, risk etc) are updated about the AML and CFT procedures. To implement AML/CFT measures, at times we may be required to collect documents like source of funds/ income tax return/bank records from the clients which may arise questioning by the client. To address these queries we must sensitize and educate our clients about these requirements. We also inform our business associates/branch about the AML policy.  

